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Brandlive’s products are hosted in SOC 2 Type II & ISO 27001 certified data 
centers at the leading hosting companies for all parts of its stack. Brandlive's 
internal security processes are also SOC 2 Type 2 certified and follow best 
practice security frameworks. 



In addition to the following documentation, Brandlive is able to work with 
prospective customers to complete any security discovery documents, meet 
with security teams, and provide access to run 3rd party security scans and/
or OWASP penetration tests.

Overview



SOC 2 Type II Audits

Security 

At Brandlive we are committed to maintaining robust security controls and compliance standards. 
As a testament to our dedication, we uphold the SOC 2 Type II audit annually. This rigorous 
assessment, conducted by independent auditors, evaluates our controls related to security, 
availability, processing integrity, confidentiality, and privacy. Achieving and maintaining this 
certification underscores our ongoing commitment to safeguarding our clients’ data and ensuring 
the highest levels of operational reliability and compliance.



This annual audit process not only demonstrates our adherence to stringent industry standards but 
also reflects our proactive approach to cybersecurity and data protection. By aligning our practices 
with the SOC 2 Type II requirements, we provide our stakeholders with the assurance that Acme Inc. 
operates with excellence in both security and compliance. This achievement is part of our broader 
commitment to establishing trust and delivering consistent, secure services to all our clients.



SOC2 Letter of Attestation

Security Policy

Data Protection Agreement

Privacy Policy, Brandlive 

Privacy Policy, Brandlive Platform

Participant Terms, Brandlive Platform


https://www.brandlive.com/wp-content/uploads/Brandlive-Letter-of-Attestation-SOC-2-Type-2.pdf
https://www.brandlive.com/wp-content/uploads/Brandlive-Security-Policies-2024.pdf
https://www.brandlive.com/DPA-Brandlive-20200417.pdf
https://www.brandlive.com/privacy-policy
https://www.brandlive.com/brandlive-event-privacy-policy.pdf
https://www.brandlive.com/brandlive-event-participant-terms.pdf


Data Centers



AWS 



SOC 2 Type II & ISO 27001 (https://aws.amazon.com/compliance/soc-faqs/)



ADD Brandlive version 

Safeguarding sensitive information and ensuring the utmost protection for 
our customer data is paramount. Brandlive partners with Amazon Web 
Services for secure data storage and application hosting. The link below 
provides AWS System and Organization Controls (SOC) Reports examination 
reports conducted by an independent third-party and outlines how AWS 
achieves key compliance controls and objectives.



View AWS Compliance information for SOC 2 Type II & ISO 27001 

Security 

Data Centers

https://aws.amazon.com/compliance/soc-faqs/
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Greenroom

Architecture
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